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1 Result for search sixing liu, Race: Asian, Sex: Male @ Clear Form earch

SIXING LIU
Register Number: 43102-424 Related Links

Facility Information
Call or email

Send mail/package
Send money
Located at: Englewood FCI Visit

Release Date: 08/31/2017 volce a concern

Age: 54
Race: Asian
Sex: Male

About the inmate locator & record availability »




University of Tennessee Professor Found
Guilty on 18 Counts of Export Violations
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(Stip Opinion) OCTOBER TERM, 2013 1

Syllabus

NOTE: Where it is feasible, a syllabus (headnote) will be released, as is
being done in connection with this case, at the time the opinion is issued.
The & syllabus constitutes o of the opinion of the Court hm has been
® by the for the he reader.
t'l 0 nS B United States v Detroit Timber & Lumber Co., 200 U.S. S_’l

SUPREME COURT OF THE UNITED STATES

O n S Syllabus

RILEY v. CALIFORNIA

CERTIORARI TO THE COURT OF APPEAL OF CALIFORNIA,
FOURTH APPELLATE DISTRICT, DIVISION ONE

No. 13-132. Argued April 29, 2014—Decided June 25, 2014*

In No. 13-132, petitioner Riley was stopped for a traffic violation,
which eventually led to his arrest on weapons charges. An officer
searching Riley incident to the arrest seized a cell phone from Riley's
pants pocket. The officer accessed information on the phone and no-
ticed the repeated use of a term associated with a street gang. At the
police station two hours later, a detective specializing in gangs fur-
ther examined the phone’s digital contents. Based in part on photo-
graphs and videos that the detective found, the State charged Riley
in connection \\.uh a shonung that had occurred a few weeks earlier
and ht an enh based on Riley’s gang membership.
Riley moved to suppress all evidence that the police had obtained
from his cell phone. The trial court denied the motion, and Riley was
convicted. The California Court of Appeal affirmed.

In No. 13-212, respondent Wurie was arrested after police ob-
served him participate in an apparent drug sale. At the police sta-
tion, the officers seized a cell phone from Wurie's per=on and noticed
that the phone was receiving multiple calls from a source identified
as “my house” on its external screen. The officers opened the phone,
accessed its call log, determined the number associated with the “my
house” label, and traced that number to what they suspected was
Whurie's apartment. They secured a search warrant and found drugs,
a and ition, and cash in the ensuing search. Wurie
was then charged with drug and firearm offenses. He moved to sup-
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Ehe New JJork Times Business Day

Technology

WORLD U.S. N.Y¥./REGION BUSINESS TECHNOLOGY SCIENCE HEALTH

Traveling Light in a Time of Digital Thievery

Published: Februany 10, 2012

(Page zof 2)

Both China and Russia prohibit travelers from entering the country
with encrypted devices unless they have government permission.
When officials from those countries visit the United States, they take
extra precautions to prevent the hacking of their portable devices,
according to security experts.

Now, United States cornpanies,
P Readers’ Comments government agencies and
Readers ihaed el ?rgani.zations are doing the same by
thoughts on this article. imposing do-not-carry rules.
Read Al Comments (113) > Representative Mike Rogers, the
Michigan Republican who is chairman
of the House Intelligence Committes,
said its members could bring only “clean” devices to China and were
forbidden from connecting to the government’s network while abroad. As f§
said he traveled “electronically naked.”

At the State Department, employees get specific instruction on how to secu

in Russia and China, and are briefed annually on general principles of secu
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1as access to
your images...

>ONLINE
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share all your secrets
‘/ when properly asked! \‘
e ———————
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MY
PRIVATE

Or something more?
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DATE: January 4, 2018
ORIGINATING OFFICE: FOTO
SUPERSEDES: Directive 3340049
REVIEW DATE: Jamssary 2021

SUBJECT: BORDER SEARCH OF ELECTRONIC DEVICES

PURPOSE. t.mmmummmhm
reviewing, retaining, and sharing information contained in competers, tablets, removable media,
mmmmmmmmnmmmuwm
<omumunication, or digital devices subject 10 inbound and outbound border searches
by US. m-ﬂhhhm(@n Thmmvhummﬂuﬂnm-mor
CBPIm b

with immigration, and other laws that CBP is authori ‘ndum
ndm‘

-dmwnnunonunum: law at

imformation. Fi
*lr“ s intentions upon entry and provide additional
he immigration laws.

2 POLICY

21 CBP will protect the rights of indivi
mmmwkwmfumm

22 All CBP Officers, Border Patrol Agents, Air and Marine Agents, Office of Professional
Responsibility Agents, and other officials suthorized by CBP 10 perform border searches shall
Muummw-mmmqmmmw |

seizure and
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Electronic Media. Any devi
Examples include: hard drive
portable music players, cell p}

disks,

Letter Class NV B
postcards, acrogrammecs, lettcis
class or category of postage

in the U.S. postal system. On|
deemed “mail,” even if they i

orinb ge, are not considered to be letter class mail

POLICY. ICE Special 2 ts acting under border search authority may search, detain,
seize, retain, and share documents and electronic media consistent with the guidelines
and applicable laws set forth herein. In the course of a border search, and absent
individualized suspicion, officers can review the information transported by any
individual attempting to enter, reenter, depart, pass through, or reside in the United
States, subject to the requirements and limitations provided herein. Assistance to
complete a thorough border search may be sought from outside agencies and entities, on
a case by case basis, as appropriate

NOTE: Nothing in this policy limits authority of ICE Special Agents to make

written notes or reports or to document impressions relating to a border encounter.

RESPONS

The Directors of OI, OPF and OIA have oversight over the implementation of the
provisions of this Directive.

Destinations . North America & Caribbean

Homeland Security Will
Continue to Search
Electronic Devices at U.S
Airports

Terrence Dopp. Bloomberg - Apr 06. 2017 1:00 pm
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+» Federal Bureau of Investigation

= Immigration & Customs
Enforcement

» Department of Commerce

= Air Force Office of Special
Investigations

« Defense Criminal Investigative
Services

= Naval Criminal Investigative
Services

« Alochol, Tabacco & Firearms
- United States Secret Service
* Customs & Border Protection

* Drug Enforcement Agency

= Intelligence Agencies (CIA, DIA,

NSA, etc.)

« Army Criminal Investigation
Command

*« Others too
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Predicting the future...
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T WHO

Who owns it?

« Personal?

- Employer?

« License exception
BAG/TMP available?

T WHAT

What ison it?

Personally identifiable Inf m(PH) =« G Unclassified Ink ti
Private Health Information (PHI) « Information under an NDASCDA
Payment Card industry/Data Security + Personal/Private information you
Standard (PCI/DSS) don't want disc
Encryption/Cryptography * Unpublished research data
Controlled Technical information « Private business plans.

>

P

Pre-Travel
Checklist

~ HOW

How are you

« Securing it when not present?

* Getting online?

« What 3bout dark hotels/dark hotspots?

Caution

Encryption fails at international border

crossings.

4 3

“ WHY

Why are you taking it?

= To work on it?

= To have ready aCess 10 Content?
« For internet access?

Question
WHat aRernatives are available?

v N

" WHERE

Where are you taking it?
Are you aware of all impon restrictions inCluding
encryption?

Question
15 the device and all content Cleared 107 import into all
destinations including 3l $10p0ver/LayOver Countries?

Remember
Every export is an import at the destination.
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